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(57) ABSTRACT

A safety computing device includes a processor and a
memory. The memory includes a first memory area and a
second memory area having an address different from the first
memory area. The processor includes an execution control
unit performing a first process including the program process
on input data written in the first memory area, and a second
process including the program process on input data written
in the second memory area and addition of redundancy code
to output data written in the second memory area, a result
collating unit collating output data to which redundancy code
is added in the first and second processes, a computation
diagnosis unit diagnosing presence or absence of failure in the
processor and the memory, and an abnormality processing
unit that, when an abnormality is detected by at least one of
redundancy check, collation, and diagnosis, stops outputting
output data.
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SAFETY COMPUTING DEVICE, SAFETY
INPUT DEVICE, SAFETY OUTPUT DEVICE,
AND SAFETY CONTROLLER

CROSS REFERENCE TO RELATED
APPLICATIONS

This is a National Stage of International Application No.
PCT/IP2013/056612 filed Mar. 11, 2013, claiming priority
based on Application No. JP2012/073179 filed Sep. 11,2012,
the contents of all of which are incorporated herein by refer-
ence in their entirety.

FIELD

The present invention relates to a safety computing device,
a safety input device, a safety output device, and a safety
controller, and particularly relates to a configuration of a
safety controller that performs internal diagnosis to ensure a
control operation with high reliability.

BACKGROUND

Safety controllers for safety control are required to be
capable of detecting both a hardware failure, which is a per-
manent failure in a circuit in a processor and a memory, and a
software failure, which is a temporary failure, in accordance
with, for example, IEC61508, which is the international stan-
dard concerning functional safety.

The known methods of internal diagnosis performed by a
safety controller, for example, include a method of perform-
ing mutual diagnosis in which the computation results from
two processors are collated and a method of performing the
same computation process twice with one processor and then
comparing the processing results. For example, a method is
disclosed in Patent Literature 1 in which the results obtained
by performing the same computation process twice with one
processor are written in different memories.

CITATION LIST
Patent Literature

Patent Literature 1: Japanese Patent Application Laid-open
No. S59-194204

SUMMARY
Technical Problem

With the configuration described in Patent Literature 1, the
outputs from the two memories are made simplex by using a
duplex demultiplexer and a flip-flop circuit. The results
obtained by performing the computation process twice with
the processor are collated by the duplex hardware circuit.
When this duplex circuit configuration is used, a redundant
circuit configuration is necessary compared with a typical
configuration composed of a simplex input/output circuit;
therefore, there is a problem in that the safety controller
becomes complicated and increases in cost.

The present invention has been achieved in view of the
above and an object of the present invention is to obtain a
safety computing device, a safety input device, a safety output
device, and a safety controller that realize simplification and
low cost by using a simplex circuit configuration and that are
capable of detecting both a hardware failure and a software
failure.
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Solution to Problem

Inorderto solve the above problems and achieve the object,
the present invention relates to a safety computing device
including: a processor that executes a program process on
input data; and a memory that stores the input data input to the
processor and output data that is a result of the program
process, wherein the memory is capable of storing the input
data and the output data in each of a first memory area and a
second memory area having an address different from an
address of the first memory area, and the processor includes
an execution control unit that performs a first process, which
includes the program process performed on the input data
written in the first memory area and addition of a redundancy
code to the output data that is a result of the program process
and is written in the first memory area, and a second process,
which includes the program process performed on the input
data written in the second memory area and addition of a
redundancy code to the output data that is a result of the
program process and is written in the second memory area, a
result collating unit that collates the output data to which the
redundancy code is added in the first process and the output
data to which the redundancy code is added in the second
process, a computation diagnosis unit that diagnoses, by com-
putation, presence or absence of a failure in the processor and
the memory, and an abnormality processing unit that, when an
abnormality is detected by at least one of a redundancy check
performed on the input data and the output data, a collation
performed by the result collating unit, and a diagnosis per-
formed by the computation diagnosis unit, stops outputting
the output data.

Advantageous Effects of Invention

The safety computing device according to the present
invention includes a simplex circuit configuration including a
processor and a memory. The execution control unit performs
aprogram process on each of the input data read from the first
memory area and the input data read from the second memory
area. The result collating unit collates the results of the pro-
gram process performed on both pieces of the input data to
detect a software failure. The computation diagnosis unit
detects a hardware failure in the processor and the memory.
Consequently, an effect is obtained where the safety comput-
ing device can realize simplification and low cost by using a
simplex circuit configuration and can detect both a hardware
failure and a software failure.

BRIEF DESCRIPTION OF DRAWINGS

FIG. 1is ablock diagram illustrating the configuration of a
safety controller that includes a safety computing device
according to a first embodiment of the present invention.

FIG. 2 is a (first) flowchart illustrating an operation proce-
dure of the safety controller.

FIG. 3 is a (second) flowchart illustrating the operation
procedure of the safety controller.

FIG. 4 is a (first) flowchart illustrating an operation proce-
dure of a safety controller that includes a safety computing
device according to a second embodiment of the present
invention.

FIG. 5 is a (second) flowchart illustrating the operation
procedure of the safety controller that includes the safety
computing device according to the second embodiment of the
present invention.
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FIG. 6 is a block diagram illustrating the configuration of a
safety controller that includes a safety computing device
according to a sixth embodiment of the present invention.

FIG. 7 is a block diagram illustrating the configuration of a
safety controller that includes a safety input device according
to a seventh embodiment of the present invention.

FIG. 8 is a flowchart illustrating an operation procedure of
the safety input device.

FIG. 9 is a block diagram illustrating the configuration of a
safety controller that includes a safety output device accord-
ing to an eighth embodiment of the present invention.

FIG.10is a flowchart illustrating an operation procedure of
the safety output device.

FIG. 11 is a block diagram illustrating the configuration of
a safety controller according to a ninth embodiment of the
present invention.

FIG. 12 is a block diagram illustrating the configuration of
a safety controller according to a tenth embodiment of the
present invention.

DESCRIPTION OF EMBODIMENTS

Exemplary embodiments of a safety computing device, a
safety input device, a safety output device, and a safety con-
troller according to the present invention will be explained
below in detail with reference to the drawings. This invention
is not limited to the embodiments.

First Embodiment

FIG. 1 is a block diagram illustrating the configuration of a
safety controller that includes a safety computing device
according to a first embodiment of the present invention. The
safety controller includes a safety computing device 10, a
safety input device 18, and a safety output device 19.

The safety computing device 10 performs a computation
process for safety control. The safety input device 18 receives
an input of input signals to the safety controller. The safety
output device 19 outputs output signals to external destina-
tions from the safety controller. The safety computing device
10, the safety input device 18, and the safety output device 19
are internally connected to each other via a bus 20.

The safety computing device 10 includes a processor 11
and a memory 12. The processor 11 performs a program
process on input data input to the safety computing device 10.
The memory 12 stores input data input to the processor 11 and
output data that is a result of the program process.

The memory 12 includes a first memory area 12A and a
second memory area 12B, which are independent from each
other. The second memory area 12B has addresses different
from those of the first memory area 12A. Both the first
memory area 12A and the second memory area 12B can store
input data and output data.

The processor 11 includes an execution control unit 13, a
result collating unit 14, a computation diagnosis unit 15, an
abnormality processing unit 16, and an input/output process-
ing unit 17. The execution control unit 13 performs a first
process on the input data written in the first memory area 12A
and a second process on the input data written in the second
memory area 12B. The result collating unit 14 collates the
output data written in the first memory area 12A in the first
process and the output data written in the second memory area
12B in the second process.

The computation diagnosis unit 15 diagnoses, by compu-
tation, the presence or absence of a failure in the processor 11
and the memory 12. The computation diagnosis unit 15 diag-
noses the processor 11 and the memory 12 by using, for
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example, a test pattern. When an abnormality is detected by at
least one of the redundancy check performed on input data
and output data, the collation performed by the result collat-
ing unit 14, and the diagnosis performed by the computation
diagnosis unit 15, the abnormality processing unit 16 stops
outputting output data.

The input/output processing unit 17 transfers input data
between the safety input device 18 and the first memory area
12A and the second memory area 12B and transfers output
data between the safety output device 19 and the first memory
area 12A and the second memory area 12B.

FIG. 2 and FIG. 3 are flowcharts illustrating the operation
procedures of the safety controller. The safety input device 18
adds a redundancy code to input data. The input/output pro-
cessing unit 17 reads the input data to which the redundancy
code is added from the safety input device 18. The input/
output processing unit 17 writes the read input data in the first
memory area 12A and the second memory area 12B (Step
S1).

The execution control unit 13 checks the redundancy code
added to the input data (first input data) written in the first
memory area 12A (Step S2). The redundancy code is, for
example, a CRC (Cyclic Redundancy Code).

When an abnormality is detected by the redundancy check
(Yes at Step S3), the abnormality processing unit 16 stops the
operation of the safety controller (Step S18). In contrast,
when it is determined by the redundancy check at Step S2 that
there is no abnormality (No at Step S3), the execution control
unit 13 performs the program process on the first input data
(Step S4). The program is, for example, an application pro-
gram created by the user. In the program process, the execu-
tion control unit 13 uses the first input data and memory’s
own stored data stored in the first memory area 12A.

The execution control unit 13 writes the output data (first
output data) that is the processing result at Step S4 in the first
memory area 12A (Step S5). The execution control unit 13
rewrites the memory’s own stored data stored in the first
memory area 12A in accordance with the processing result at
Step S4.

The execution control unit 13 adds a redundancy code to
the first output data written in the first memory area 12 A (Step
S6). The redundancy code is, for example, a CRC. The pro-
cesses from Step S2 to Step S6 correspond to the first process
for the first input data written in the first memory area 12A.

Next, the execution control unit 13 checks the redundancy
code added to the input data (second input data) written in the
second memory area 12B (Step S7). The redundancy code is,
for example, a CRC. When an abnormality is detected by the
redundancy check (Yes at Step S8), the abnormality process-
ing unit 16 stops the operation of the safety controller (Step
S18). In contrast, when it is determined by the redundancy
check at Step S7 that there is no abnormality (No at Step S8),
the execution control unit 13 performs the program process
on the second input data (Step S9).

The first memory area 12A and the second memory area
12B have the same memory map except that their offset
addresses are different from each other. The execution control
unit 13 executes the same program on the second input data
such that the offset address is different from that when the first
input data is processed at Step S4. In the program process, the
execution control unit 13 uses the second input data and
memory’s own stored data stored in the second memory area
12B.

The execution control unit 13 writes the output data (sec-
ond output data) that is the processing result at Step S9 in the
second memory area 12B (Step S10). The execution control
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unit 13 rewrites the memory’s own stored data stored in the
second memory area 12B in accordance with the processing
result at Step S9.

The execution control unit 13 adds a redundancy code to
the second output data written in the second memory area 12B
(Step S11). The redundancy code is, for example, a CRC. The
processes from Step S7 to Step S11 correspond to the second
process for the second input data written in the second
memory area 12B.

Next, the result collating unit 14 collates and compares the
first output data to which the redundancy code is added at Step
S6 and the second output data to which the redundancy code
is added at Step S11 (Step S12). The result collating unit 14
may include memory’s own stored data whose values may
change in the range of the collation and comparison in addi-
tion to the first and second output data.

When an abnormality is detected by the collation per-
formed by the result collating unit 14 (Yes at Step S13), the
abnormality processing unit 16 stops the operation of the
safety controller (Step S18). In contrast, when it is deter-
mined by the collation performed by the result collating unit
14 that there is no abnormality (No at Step S13), the input/
output processing unit 17 reads the first output data from the
first memory area 12A and writes the first output data in the
safety output device 19.

The safety output device 19 checks the redundancy code
added to the first output data written by the input/output
processing unit 17 (Step S14). When an abnormality is
detected by the redundancy check (Yes at Step S15), the
abnormality processing unit 16 stops the safety output device
19 from outputting the first output data (Step S18). In con-
trast, when it is determined by the redundancy check at Step
S14 that there is no abnormality (No at Step S15), the safety
output device 19 outputs the first output data.

Next, the computation diagnosis unit 15 diagnoses the
presence or absence of a failure in the processor 11 and the
memory 12 (Step S16). The computation diagnosis unit 15
diagnoses the computing unit (ALU: Arithmetic and Logic
Unit) of the processor 11 by using a test pattern. The test
pattern is selected such that it is possible to confirm that each
bit of the registers of the ALU can be independently turned on
and off.

For example, in the case of the ALU that performs an
addition operation, the ALU checks each of the bits (0,0),
(0,1),(1,0), and (1,1) of the two registers that are computation
targets and performs a carry operation from the lower bit.
Furthermore, in order to ensure that there is no short-circuit
between adjacent memory bits, test patterns (0x5555 and
OxAAAA) are selected such that adjacent bits have different
results.

The computation diagnosis unit 15 writes and reads test
patterns that are different from each other with respect to the
specified addresses in the first memory area 12A and the
second memory area 12B, respectively. The first memory area
12A and the second memory area 12B have offset addresses
different from each other but have the same memory map. If
the same test pattern is used, even if there is a failure in which
an offset address line is stuck, the same value is written in the
same address of the first memory area 12A and the second
memory area 12B; therefore; it is difficult to accurately per-
form a failure diagnosis. The computation diagnosis unit 15
writes in advance different values in the specified addresses in
the first memory area 12A and the second memory area 12B
and compares the read values with what the values were when
they were written, thereby diagnosing a failure in the address
lines.
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When an abnormality is detected by the failure diagnosis
performed on the processor 11 and the memory 12 (Yes at
Step S17), i.e., when at least one of the processor 11 and the
memory 12 has a failure, the abnormality processing unit 16
stops the operation of the safety controller (Step S18). The
abnormality processing unit 16 sets the signal output from the
first memory area 12A and the second memory area 12B to
off.

In contrast, when it is determined by the failure diagnosis
performed on the processor 11 and the memory 12 that there
is no abnormality, i.e., when it is determined that both the
processor 11 and the memory 12 have no failure (No at Step
S17), the safety controller returns to Step S1 and continues
the operation for safety control.

When an abnormality is detected by at least one of the
redundancy check performed on input data and output data,
the collation performed by the result collating unit 14, and the
diagnosis performed by the computation diagnosis unit 15,
the safety controller enters an infinite idle loop state because
of'the stop of the operation at Step S18. Therefore, the safety
controller stops outputting output data at the time point when
an abnormality is detected.

When a software failure occurs in any of the processor 11
and the memory 12 of the safety computing device 10, the
safety controller can detect the occurrence of the failure from
the collation result obtained by the result collating unit 14.
When there is a software failure, the safety controller may
continue the operation after performing a predetermined pro-
cess other than stopping the operation.

Even if a software failure is detected in a certain cycle in a
software process, the software failure may be eliminated in
the next and subsequent cycles. Therefore, for example, the
safety controller may use, for a cycle in which a failure was
detected, output data in a cycle immediately before the cycle
in which the failure was detected so that it is not determined
that an error has occurred and the safety controller may con-
tinue the process in the next and subsequent cycles. When the
safety controller detects a failure continuously for a predeter-
mined number of cycles, the safety controller may stop the
operation.

When a hardware failure occurs in any of the processor 11
and the memory 12, the safety controller can detect the occur-
rence of the failure from the diagnosis result obtained by the
computation diagnosis unit 15. If a hardware failure is
detected in a certain cycle in a software process, the hardware
failure is not eliminated in the next and subsequent cycles.
Therefore, when a hardware failure is detected, the safety
controller immediately stops the operation.

The safety controller uses a simplex circuit configuration
configured from the processor 11, the memory 12, the safety
input device 18, and the safety output device 19. The safety
controller can detect both a hardware failure and a software
failure without using a duplex hardware structure. The safety
controller can realize simplification and low cost by using a
simplex circuit configuration.

Second Embodiment

FIG. 4 and FIG. 5 are flowcharts illustrating the operation
procedures of a safety controller that includes a safety com-
puting device according to a second embodiment of the
present invention. The safety controller according to the
present embodiment has the same configuration as that of the
safety controller (see FIG. 1) according to the first embodi-
ment. The procedure from Step S1 to Step S9 in the operation
procedure in the present embodiment is similar to that from
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Step S1 to Step S9 (see FIG. 2) in the operation procedure
according to the first embodiment.

The execution control unit 13 inverts the bits of the output
data (second output data) that is the processing result at Step
S9 (Step S20). The execution control unit 13 writes the sec-
ond output data having inverted bits in the second memory
area 12B (Step S10). The execution control unit 13 rewrites
the memory’s own stored data stored in the second memory
area 12B in accordance with the processing result at Step S9
and inverts the bits of the memory’s own stored data.

The execution control unit 13 adds a redundancy code to
the second output data written in the second memory area 12B
(Step S11). The redundancy code is, for example, a CRC. The
processes from Step S7 to Step S11 correspond to the second
process for the second input data written in the second
memory area 12B.

Next, the result collating unit 14 collates and compares the
first output data to which the redundancy code is added at Step
S6 and the second output data to which the redundancy code
is added at Step S11 (Step S12). At Step S12, the result
collating unit 14 collates the first output data and the second
output data by using a method of exclusive-ORing the first
output data with the second output data. The subsequent
operation procedure from Step S13 to Step S15 is similar to
the operation procedure from Step S13 to Step S15 in the first
embodiment.

When it is determined by the redundancy check at Step S14
that there is no abnormality (No at Step S15), the safety
output device 19 outputs the first output data. Next, the com-
putation diagnosis unit 15 diagnoses the presence or absence
of a failure in the processor 11 (Step S21). In contrast to the
first output data stored in the first memory area 12A, the bits
of the second output data stored in the second memory area
12B are inverted at Step S20. A failure in an address line can
be detected by collating and comparing the first output data
and the second output data. Therefore, in the second embodi-
ment, it is not necessary that the computation diagnosis unit
15 perform a failure diagnosis on the memory 12.

The operation procedure at Step S17 and Step S18 is simi-
lar to the operation procedure at Step S17 and Step S18 in the
first embodiment. In a similar manner to the first embodi-
ment, the safety controller according to the second embodi-
ment can realize simplification and low cost by using a sim-
plex circuit configuration and can detect both a hardware
failure and a software failure.

Third Embodiment

A safety controller according to a third embodiment has the
same configuration as that of the safety controller (see FIG. 1)
according to the first embodiment. In the operation procedure
of' the safety controller according to the present embodiment,
complement conversion is performed instead of the bit inver-
sion at Step S20 in the operation procedure of the safety
controller according to the second embodiment (see FIG. 4
and FIG. 5). The operation procedure in the present embodi-
ment will be explained with reference to the flowcharts in
FIG. 4 and FIG. 5.

The execution control unit 13 converts the output data
(second output data) that is the processing result at Step S9
into a complement. The execution control unit 13 writes the
second output data converted into the complement in the
second memory area 12B (Step S10). The execution control
unit 13 rewrites the memory’s own stored data stored in the
second memory area 12B in accordance with the processing
result at Step S9 and converts the memory’s own stored data
into a complement.
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The result collating unit 14 collates and compares the first
output data to which the redundancy code is added at Step S6
and the second output data to which the redundancy code is
added at Step S11 (Step S12). At Step S12, the result collating
unit 14 collates the first output data and the second output data
by determining whether the sum of the first output data and
the second output data is zero. The subsequent operation
procedure is similar to the operation procedure from Step S13
to Step S18 in the second embodiment.

In the third embodiment, in a similar manner to the second
embodiment, the value of the first output data written in the
first memory area 12 A and the value of the second output data
written in the second memory area 12B are different from
each other. A failure in an address line can be detected by
collating and comparing the first output data and the second
output data. Therefore, in the third embodiment, it is not
necessary that the computation diagnosis unit 15 perform a
failure diagnosis on the memory 12.

In a similar manner to the first and second embodiments,
the safety controller according to the third embodiment can
realize simplification and low cost by using a simplex circuit
configuration and can detect both a hardware failure and a
software failure.

Fourth Embodiment

A safety controller according to a fourth embodiment has
the same configuration as that of the safety controller (see
FIG. 1) according to the first embodiment. In the operation
procedure of the safety controller according to the present
embodiment, conversion of reversing the endian is performed
instead of the bit inversion at Step S20 in the operation pro-
cedure of the safety controller according to the second
embodiment (see FIG. 4 and FIG. 5). The operation proce-
dure in the present embodiment will be explained with refer-
ence to the flowcharts in FIG. 4 and FIG. 5.

The execution control unit 13 performs conversion of, for
example, reversing the upper bits and the lower bits of 16-bit
data on the output data (second output data) that is the pro-
cessing result at Step S9. The execution control unit 13 writes
the second output data whose endian is reserved in the second
memory area 12B (Step S10). The execution control unit 13
rewrites the memory’s own stored data stored in the second
memory area 12B in accordance with the processing result at
Step S9 and reverses the endian of the memory’s own stored
data.

The result collating unit 14 collates and compares the first
output data to which the redundancy code is added at Step S6
and the second output data to which the redundancy code is
added at Step S11 (Step S12). At this point, the result collating
unit 14 reads the second output data stored in the second
memory area 12B after reversing its endian. The result col-
lating unit 14 collates the first output data and the second
output data whose endian is reversed. The subsequent opera-
tion procedure is similar to the operation procedure from Step
S13 to Step S18 in the second embodiment.

In the fourth embodiment, in a similar manner to the sec-
ond and third embodiments, the value of the first output data
written in the first memory area 12A and the value of the
second output data written in the second memory area 12B are
different from each other. A failure in an address line can be
detected by collating and comparing the first output data and
the second output data. Therefore, in the fourth embodiment,
it is not necessary that the computation diagnosis unit 15
perform a failure diagnosis on the memory 12.

In a similar manner to the first to third embodiments, the
safety controller according to the fourth embodiment can
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realize simplification and low cost by using a simplex circuit
configuration and can detect both a hardware failure and a
software failure.

The safety controller according to the fourth embodiment
may reverse the endian of the output data (first output data)
that is the processing result at Step S4. When the result col-
lating unit 14 performs collation and comparison, the result
collating unit 14 may read any of'the first output data stored in
the first memory area 12A and the second output data stored
in the second memory area 12B after reversing its endian.

Fifth Embodiment

A safety controller according to a fifth embodiment has the
same configuration as that of the safety controller (see FIG. 1)
according to the first embodiment. The operation procedure
of the safety controller according to the present embodiment
is similar to the operation procedure of the safety controller
according to the first embodiment (see FIG. 2 and FIG. 3).
The operation procedure in the present embodiment will be
explained with reference to the flowcharts in FIG. 2 and FIG.
3.

In the program process (Step S4) performed on the first
input data, the execution control unit 13 uses a program
created as a 16-bit compiler. In contrast, in the program pro-
cess (Step S9) performed on the second input data, the execu-
tion control unit 13 uses a program created as a 32-bit com-
piler.

Most pieces of data to be processed by the controller are
16-bit data. At Step S4, the execution control unit 13 loads
16-bit first input data in the register and executes a 16-bit
instruction. The execution control unit 13 writes 16-bit first
output data that is the processing result in the first memory
area 12A (Step S5).

At Step S9, the processor 11 loads 16-bit second input data
in the register and executes a 32-bit instruction. The execution
control unit 13 writes 16-bit second output data that is the
processing result in the second memory area 12B (Step S10).

In the fifth embodiment, the instruction to be performed on
the first input data and the instruction to be performed on the
second input data are different from each other. The result
collating unit 14 can detect a software failure and a hardware
failure in the processor 11 by collating and comparing the first
output data and the second output data. Therefore, in the fifth
embodiment, it is not necessary that the computation diagno-
sis unit 15 perform a failure diagnosis on the processor 11.

In a similar manner to the first to fourth embodiments, the
safety controller according to the fifth embodiment can real-
ize simplification and low cost by using a simplex circuit
configuration and can detect both a hardware failure and a
software failure.

Sixth Embodiment

FIG. 6 is a block diagram illustrating the configuration of a
safety controller that includes a safety computing device
according to a sixth embodiment of the present invention. The
safety controller includes a safety computing device 30, the
safety input device 18, and the safety output device 19. Com-
ponents that are the same as those in the first embodiment are
designated by the same reference numerals and redundant
explanations will be appropriately omitted.

The safety computing device 30 performs a computation
process for safety control. The safety computing device 30,
the safety input device 18, and the safety output device 19 are
internally connected to each other via the bus 20. The safety
input device 18 calculates a redundancy code on the basis of
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the input data to be input to the safety controller. The safety
input device 18 generates an input message in which a redun-
dancy code and additional information are added to the input
data. The input message includes input data and a redundancy
code. The redundancy code is, for example, a CRC. The
additional information is, for example, header information.

The safety computing device 30 includes a processor 31
and the memory 12. The processor 31 performs a program
process on the input data input to the safety computing device
30. The memory 12 stores input messages to be input to the
processor 31 and output messages that are the results of the
program process.

The processor 31 includes an execution control unit 32, a
result collating unit 33, a control computing unit 34, a mes-
sage processing unit 35, a computation diagnosis unit 36, an
abnormality processing unit 37, and a transceiver unit 38. The
transceiver unit 38 receives input messages from the safety
input device 18 and transmits output messages to the safety
output device 19. The transceiver unit 38 transfers input mes-
sages between the safety input device 18 and the first memory
area 12A and the second memory area 12B and transfers
output messages between the safety output device 19 and the
first memory area 12A and the second memory area 12B.

The message processing unit 35 performs an input message
process and an output message process. In the input message
process, the message processing unit 35 decodes and checks
the redundancy code added to input messages. In the output
message process, the message processing unit 35 generates
output messages by adding a redundancy code to output data.

The control computing unit 34 performs control computa-
tion on the input data included in the input message from the
message processing unit 35. The control computing unit 34,
for example, executes safety control logic. The execution
control unit 32 performs a first process on the input messages
written in the first memory area 12A and a second process on
the input messages written in the second memory area 12B.

The result collating unit 33 collates the output message
written in the first memory area 12A in the first process and
the output message written in the second memory area 12B in
the second process.

The computation diagnosis unit 36 diagnoses, by compu-
tation, the presence or absence of a failure in the processor 31
and the memory 12. The computation diagnosis unit 36 diag-
noses the processor 31 and the memory 12 by using, for
example, a test pattern.

When an abnormality is detected by at least one of the
redundancy check performed on input data and output data,
the collation performed by the result collating unit 33, and the
diagnosis performed by the computation diagnosis unit 36,
the abnormality processing unit 37 stops outputting output
messages.

Next, the operation procedure of the safety controller will
be explained. The transceiver unit 38 reads an input message
in which a redundancy code is added to the input data from the
safety input device 18. The transceiver unit 38 writes the read
input message in the first memory area 12A and the second
memory area 12B.

The message processing unit 35 performs the input mes-
sage process on the input message read by the transceiver unit
38. In the first process, the message processing unit 35
decodes the redundancy code added to the input message and
performs a redundancy check. The message processing unit
35 checks the input data and the header information included
in the input message. The execution control unit 32 writes the
input message on which the input message process is per-
formed by the message processing unit 35 in the first memory
area 12A.
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In the first process, the execution control unit 32 sends the
input message read from the first memory area 12A to the
control computing unit 34. The control computing unit 34
performs the control computation, for example, safety control
logic, on the input data included in the input message. The
execution control unit 32 writes the input data on which the
control computation is performed by the control computing
unit 34 in the first memory area 12A as output data.

In the first process, the execution control unit 32 sends the
output data read from the first memory area 12A to the mes-
sage processing unit 35. The message processing unit 35
performs the output message process on the output data read
from the first memory area 12A. The message processing unit
35 calculates a redundancy code on the basis of the output
data and adds the redundancy code to the output data. The
execution control unit 32 writes the output data to which the
redundancy code is added in the first memory area 12A as an
output message. In the first process, the execution control unit
32 performs the input message process, the control computa-
tion, and the output message process, and records the results
in the first memory area 12A as needed.

Next, inthe second process, the message processing unit 35
decodes the redundancy code added to the input message and
performs a redundancy check. The message processing unit
35 checks the input data and the header information included
in the input message. The execution control unit 32 writes the
input message on which the input message process is per-
formed by the message processing unit 35 in the second
memory area 12B.

In the second process, the execution control unit 32 sends
the input message read from the second memory area 12B to
the control computing unit 34. The control computing unit 34
performs the control computation, for example, safety control
logic, on the input data included in the input message. The
execution control unit 32 writes the input data on which the
control computation is performed by the control computing
unit 34 in the second memory area 12B as output data.

In the second process, the execution control unit 32 sends
the output data read from the second memory area 12B to the
message processing unit 35. The message processing unit 35
performs the output message process on the output data read
from the second memory area 12B. The message processing
unit 35 calculates a redundancy code on the basis of the output
data. The message processing unit 35 generates an output
message in which the redundancy code is added to the output
data. The execution control unit 32 writes the output message
generated in the message processing unit 35 in the second
memory area 12B. In the second process, the execution con-
trol unit 32 performs the input message process, the control
computation, and the output message process, and records the
results in the second memory area 12B as needed.

The result collating unit 33 collates and compares the out-
put message written in the first memory area 12A and the
output message written in the second memory area 12B.
When an abnormality is detected by at least one of the redun-
dancy check performed on input data and output data, the
collation performed by the result collating unit 33, and the
diagnosis performed by the computation diagnosis unit 36,
the abnormality processing unit 37 stops outputting output
messages.

In the sixth embodiment, in a similar manner to the first
embodiment, the safety controller can realize simplification
and low cost by using a simplex circuit configuration.

Seventh Embodiment

FIG. 7 is a block diagram illustrating the configuration of a
safety controller that includes a safety input device according
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to a seventh embodiment of the present invention. The safety
controller includes a safety input device 40, a safety comput-
ing device 50, and the safety output device 19.

The safety computing device 50 performs a computation
process for safety control. The safety input device 40 receives
an input of input signals to the safety controller. The safety
output device 19 outputs output signals to external destina-
tions from the safety controller. The safety input device 40,
the safety computing device 50, and the safety output device
19 are internally connected to each other via the bus 20.

The safety input device 40 includes an input unit 41, a
processor 42, and a memory 43. The input unit 41 digitalizes
an input signal to the safety input device 40 to obtain input
data. The processor 42 performs a program process on the
input data from the input unit 41. The memory 43 stores input
data to be input to the processor 42.

The memory 43 includes a first memory area 43A and a
second memory area 43B, which are independent from each
other. The second memory area 43B has addresses that are
different from those of the first memory area 43A. Both the
first memory area 43 A and the second memory area 43B can
store input data.

The processor 42 includes an input computing unit 44, an
input diagnosis unit 45, a message processing unit 46, an
execution control unit 47, a result collating unit 48, and a
transmitting unit 49. The input computing unit 44 performs a
computation process on the input data from the input unit 41.
The input diagnosis unit 45 diagnoses the presence or absence
of an abnormality in the input unit 41 by transmitting a test
signal to the input unit 41.

In an input message process, the message processing unit
46 adds a redundancy code and additional information to
input data. Whereby, the message processing unit 46 gener-
ates an input message for the safety computing device 50.

The execution control unit 47 performs a first process that
includes writing of input messages into the first memory area
43A and a second process that includes writing of input
messages into the second memory area 43B.

The result collating unit 48 collates the input message
written in the first memory area 43 A in the first process and
the input message written in the second memory area 43B in
the second process.

The transmitting unit 49 transmits any of the input message
written in the first memory area 43A and the input message
written in the second memory area 43B to the safety comput-
ing device 50.

FIG. 8 is a flowchart illustrating the operation procedure of
the safety input device. The input diagnosis unit 45 transmits
a test signal to the input unit 41 (Step S31). The input diag-
nosis unit 45 determines the presence or absence of an abnor-
mality in the input unit 41 (Step S32).

The input diagnosis unit 45 checks whether the value of the
input data matches the test signal in the input unit 41. When
the input signal is a digital signal, the input diagnosis unit 45
uses, as a test signal, a signal obtained by inverting ON/OFF
of the current value of the input data. For example, when the
value of a corresponding input channel is “ON”, the input
diagnosis unit 45 transmits an OFF signal as a test signal.
When the input computing unit 44 recognizes the OFF signal,
the input diagnosis unit 45 determines that there is no abnor-
mality in the input unit41. When the value of a corresponding
input channel is “OFF”, the input diagnosis unit 45 may
transmit an ON signal as a test signal.

When the input signal is an analog signal, the input diag-
nosis unit 45 uses, as a test signal, a waveform that fluctuates
within the width range of the analog input. When the input
computing unit 44 recognizes the waveform of'the test signal,
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the input diagnosis unit 45 determines that there is no abnor-
mality in the input unit 41. The input diagnosis unit 45 may
transmit the value within the range of the analog input to the
input unit 41 in a divided manner a plurality of times. When
the input computing unit 44 recognizes these values, the input
diagnosis unit 45 determines that there is no abnormality in
the input unit 41. The input diagnosis unit 45 selects a test
signal such that each bit can be checked as to whether it is
ON/OFF after AD conversion.

When the input diagnosis unit 45 determines that there is an
abnormality in the input unit 41 (Yes at Step S32), the trans-
mitting unit 49 stops transmitting input messages to the safety
computing device 50 (Step S43). The safety controller stops
the operation.

When the input diagnosis unit 45 determines that there is
no abnormality in the input unit 41 (No at Step S32), the input
unit41 samples signals from a plurality of input terminals and
digitalizes them. The input unit 41 obtains the digitalized
input data (Step S33). The input computing unit 44 performs
a filtering process on the input data for each input channel of
the input unit 41 (Step S34). The input computing unit 44
determines the value (input value) of the input data to be
passed through the filtering process.

In the case where the input signal is a digital signal, when
the input signal within a predetermined cycle takes the same
value, the input computing unit 44 determines this value as an
input value. Alternatively, the input computing unit 44 deter-
mines, as an input value, the most frequent value among the
values of the input signal within a predetermined cycle. When
the input signal is an analog signal, the input computing unit
44 determines, as an input value, the moving average of the
input signal within a predetermined cycle. The input comput-
ing unit 44 may determine an input value after removing
values that change suddenly within a predetermined cycle of
the input signal.

The message processing unit 46 adds a redundancy code
and additional information to the input data from the input
computing unit 44. The redundancy code is, for example, a
CRC. The additional information is, for example, header
information. The message processing unit 46 generates an
input message (first input message) in which the redundancy
code and the header information are added to the input data
(Step S35).

The message processing unit 46 adds, as header informa-
tion, transceiver station information and the message number
to the communication header of the input data. The message
processing unit 46 calculates a CRC for the header informa-
tion and the payload (input data). The message processing
unit 46 adds the calculated CRC to the payload.

The safety computing device 50 can detect a bit error in the
input message by recalculating the CRC. The safety comput-
ing device 50 can determine whether the received input mes-
sage is an input message that should be received by checking
the header information.

The execution control unit 47 writes the first input message
from the message processing unit 46 in the first memory area
43 A (Step S36). The first process is the process from Step S33
to Step S35. The first memory area 43 A also functions as a
storage area for variables and the like during the first process
other than storing the first input message.

Next, in a similar manner to Step S34, the input computing
unit 44 performs a filtering process on the input data for each
input channel of the input unit 41 (Step S37). In a similar
manner to Step S35, the message processing unit 46 adds a
redundancy code and header information to the input data
from the input computing unit 44. The message processing
unit 46 generates an input message (second input message) in
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which the redundancy code and the header information are
added to the input data (Step S38).

The execution control unit 47 writes the second input mes-
sage from the message processing unit 46 in the second
memory area 43B (Step S39). The second process is the
process from Step S37 to Step S39. The second memory area
43B also functions as a storage area for variables and the like
during the second process other than storing the second input
message.

The result collating unit 48 reads the first input message
from the first memory area 43 A. The result collating unit 48
reads the second input message from the second memory area
43B. The result collating unit 48 collates and compares the
read first input message and the read second input message
(Step S40).

When an abnormality is detected by the collation per-
formed by the result collating unit 48 (Yes at Step S41), the
transmitting unit 49 stops transmitting input messages to the
safety computing device 50 (Step S43). The safety controller
stops the operation.

When it is determined by the collation performed by the
result collating unit 48 that there is no abnormality (No at Step
S41), the transmitting unit 49 transmits the first input message
or the second input message to the safety computing device
50 (Step S42). For example, the transmitting unit 49 reads the
second input message from the second memory area43B. The
transmitting unit 49 transmits the read second input message
to the safety computing device 50. When the input message is
transmitted from the transmitting unit 49 to the safety com-
puting device 50, the safety input device 40 returns to Step
S31 and continues the operation for receiving an input of
input signals for the safety controller.

When a software failure occurs in any of the processor 42
and the memory 43, the safety input device 40 can detect the
occurrence of the failure from the collation result obtained by
the result collating unit 48. When there is a software failure,
the safety input device 40 may continue the operation after
performing a predetermined process other than stopping the
operation.

Even if a software failure is detected in a certain cycle in a
software process, the software failure may be eliminated in
the next and subsequent cycles. Therefore, for example, the
safety input device 40 may use, for a cycle in which a failure
was detected, an input message in a cycle immediately before
the cycle in which the failure was detected so that it is not
determined that an error has occurred and the safety input
device 40 may continue the process in the next and subse-
quent cycles. When the safety input device 40 detects a failure
continuously for a predetermined number of cycles, the safety
input device 40 may stop the operation.

In the safety input device 40, when a hardware failure
occurs in any of the processor 42 and the memory 43, it is
difficult to detect the occurrence of the failure by the result
collating unit 48 performing a collation. Therefore, the safety
input device 40 performs, for example, a predetermined diag-
nostic program in the middle of a cycle in order to self-
diagnose a hardware failure.

The safety input device 40 performs a diagnosis by using
the input diagnosis unit 45 over the entire range of the input
signal to be input to the input unit 41. For the input unit 41
having a simplex circuit configuration, the safety input device
40 can detect erroneous input due to a circuit component
being stuck and the occurrence of drift. The safety input
device 40 and the safety computing device 50 can detect an
error in an input message with a simplex communication unit
by performing a redundancy check on the input message and
checking the header information. The safety input device 40
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can prevent the introduction of a software error by collating
input messages in the result collating unit 48.

The safety input device 40 uses a simplex circuit configu-
ration configured from the input unit 41, the processor 42, and
the memory 43. The safety input device 40 according to the
seventh embodiment can realize simplification and low cost
with a simplex circuit configuration and can detect both a
hardware failure and a software failure.

Anoperation similar to that of the processor 11 (see FIG. 1)
in the first to fifth embodiments described above may be
added to the operation of the processor 42 of the safety input
device 40.

Eighth Embodiment

FIG. 9 is a block diagram illustrating the configuration of a
safety controller that includes a safety output device accord-
ing to an eighth embodiment of the present invention. The
safety controller includes the safety input device 18, the
safety computing device 50, and a safety output device 60.

The safety computing device 50 performs a computation
process for safety control. The safety input device 18 receives
an input of input signals to the safety controller. The safety
output device 60 outputs output signals to external destina-
tions from the safety controller. The safety input device 18,
the safety computing device 50, and the safety output device
60 are internally connected to each other via the bus 20.

The safety output device 60 includes an output unit 61, a
processor 62, and a memory 63. The processor 62 performs a
program process on output messages. The memory 63 stores
output data included in the output messages. The output unit
61 outputs output signals in accordance with output data.

The memory 63 includes a first memory area 63A and a
second memory area 63B, which are dependent from each
other. The second memory area 63B has addresses that are
different from those of the first memory area 63A. Both the
first memory area 63 A and the second memory area 63B can
store output data.

The processor 62 includes a power cut-off unit 64, an
output diagnosis unit 65, a result collating unit 66, an output
computing unit 67, a message processing unit 68, an execu-
tion control unit 69, and a receiving unit 70. The receiving
unit 70 receives output messages from the safety computing
device 50.

The message processing unit 68 checks, as an output mes-
sage process, the content of an output message on the basis of
the redundancy code and the additional information included
in the output message. The output computing unit 67 per-
forms a computation process for retrieving output data from
an output message. The execution control unit 69 performs a
first process that includes writing of output data into the first
memory area 63A and a second process that includes writing
of output data into the second memory area 63B.

The result collating unit 66 collates the output data written
in the first memory area 63 A in the first process and the output
data written in the second memory area 63B in the second
process.

The output diagnosis unit 65 diagnoses the presence or
absence of an abnormality in the output unit 61 by transmit-
ting a test signal to the output unit 61. The power cut-oft unit
64 cuts off the power to the output unit 61 in accordance with
the diagnosis result obtained by the output diagnosis unit 65.

FIG. 10 is a flowchart illustrating the operation procedure
of the safety output device. The output diagnosis unit 65
transmits a test signal to the output unit 61 (Step S51). The
output diagnosis unit 65 determines the presence or absence
of an abnormality in the output unit 61 (Step S52).
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The output diagnosis unit 65 checks whether the value of
the output data matches the test signal in the output unit 61.
When the output signal is a digital signal, the output diagnosis
unit 65 uses, as a test signal, a signal obtained by inverting
ON/OFF of the current value of the output data. The output
diagnosis unit 65 outputs the test signal to the output unit 61.

For example, when the value of a corresponding output
terminal is “ON”, the output diagnosis unit 65 transmits an
OFF signal as atest signal. When the output diagnosis unit 65
recognizes the OFF signal within a certain period of time, the
output diagnosis unit 65 determines that there is no abnor-
mality in the output unit 61. Alternatively, the output diagno-
sis unit 65 reads a signal from an output terminal and com-
pares the value of the read signal and the value of the expected
output data.

When the output signal is an analog signal, the output
diagnosis unit 65 transmits the value in the range of the DA
converter to the output unit 61 in a divided manner a plurality
of'times. When the output diagnosis unit 65 reads the value of
the output data of the output unit 61 and the read value is
within the error range, the output diagnosis unit 65 deter-
mines that there is no abnormality in the output unit 61. The
output diagnosis unit 65 performs the test within a short
enough period of time that the devices connected to the output
terminal do not respond. During the test performed by the
output diagnosis unit 65, the output unit 61 may continue to
output the output signal based on the current output data.

When the output diagnosis unit 65 determines that there is
an abnormality in the output unit 61 (Yes in Step S52), the
power cut-off unit 64 cuts off the power to the output unit 61
(Step S63). The safety output device 60 forces the output
signal from the output unit 61 to zero by cutting off the power
to the output unit 61.

When the output diagnosis unit 65 determines that there is
no abnormality in the output unit 61 (No at Step S52), the
receiving unit 70 receives an output message from the safety
computing device 50 (Step S53). The message processing
unit 68 checks the content of the output message (first output
message) received by the receiving unit 70 (Step S54).

The output message includes a redundancy code and addi-
tional information. The redundancy code is, for example, a
CRC. The additional information is, for example, header
information. The message processing unit 68 detects a bit
error in the first output message by recalculating the CRC of
the first output message. The message processing unit 68
determines whether the received first output message is a
correct output message from which the safety output device
60 should obtain an output signal by checking transceiver
station information and the message number that are header
information.

The output computing unit 67 retrieves output data (first
output data) for each output terminal of the output unit 61
from the first output message. The output computing unit 67
performs a filtering process on the first output data (Step S55).
The output computing unit 67 determines, as a value (output
value) of the first output data that is to be passed through the
filtering process, the moving average within a predetermined
cycle or a continuous same value. The output computing unit
67 prevents fluctuations of the output value by performing the
filtering process.

The execution control unit 69 writes the first output data
from the output computing unit 67 in the first memory area
63A (Step S56). The first process is the process from Step S54
to Step S56. The first memory area 63 A also functions as a
storage area for variables and the like during the first process
other than storing the first output data.
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Next, in a similar manner to Step S54, the message pro-
cessing unit 68 checks the content of the output message
(second output message) received by the receiving unit 70
(Step S57). The message processing unit 68 detects a bit error
in the second output message by recalculating the CRC of the
second output message. The message processing unit 68
determines whether the received second output message is a
correct output message from which the safety output device
60 should obtain an output signal by checking transceiver
station information and the message number that are header
information.

In a similar manner to Step S55, the output computing unit
67 retrieves output data (second output data) for each output
terminal of the output unit 61 from the second output mes-
sage. The output computing unit 67 performs a filtering pro-
cess on the second output data (Step S58).

The execution control unit 69 writes the second output data
from the output computing unit 67 in the second memory area
63B (Step S59). The second process is the process from Step
S57 to Step S59. The second memory area 63B also functions
as a storage area for variables and the like during the second
process other than storing the second output data.

The result collating unit 66 reads the first output data from
the first memory area 63A. The result collating unit 66 reads
the second output data from the second memory area 63B.
The result collating unit 66 collates and compares the read
first output data and the read second output data (Step S60).

When an abnormality is detected by the collation per-
formed by the result collating unit 66 (Yes in Step S61), the
power cut-off unit 64 cuts off the power to the output unit 61
(Step S63). The safety output device 60 forces the output
signal from the output unit 61 to zero by cutting off the power
to the output unit 61.

When it is determined by the collation performed by the
result collating unit 66 that there is no abnormality (No in
Step S61), the output unit 61 outputs an output signal based
on the first output data or the second output data (Step S62).
When the output unit 61 outputs the output signal, the safety
output device 60 returns to Step S51 and continues the opera-
tion for outputting an output signal.

When a software failure occurs in any of the processor 62
and the memory 63, the safety output device 60 can detect the
occurrence of the failure from the collation result obtained by
the result collating unit 66. When there is a software failure,
the safety output device 60 may continue the operation after
performing a predetermined process other than stopping the
operation.

Even if a software failure is detected in a certain cycle in a
software process, the software failure may be eliminated in
the next and subsequent cycles. Therefore, for example, the
safety output device 60 may use, for a cycle in which a failure
was detected, output data in a cycle immediately before the
cycle in which the failure was detected so that it is not deter-
mined that an error has occurred and the safety output device
60 may continue the process in the next and subsequent
cycles. When the safety output device 60 detects a failure
continuously for a predetermined number of cycles, the safety
output device 60 may stop the operation.

In the safety output device 60, when a hardware failure
occurs in any of the processor 62 and the memory 63, it is
difficult to detect the occurrence of the failure by the result
collating unit 66 performing a collation. Therefore, the safety
output device 60 performs, for example, a predetermined
diagnostic program in the middle of a cycle in order to self-
diagnose a hardware failure.

The safety output device 60 performs a diagnosis by using
the output diagnosis unit 65 over the entire output range of the
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output unit 61. For the output unit 61 having a simplex circuit
configuration, the safety output device 60 can detect errone-
ous output due to a circuit component being stuck and the
occurrence of drift. The safety output device 60 and the safety
computing device 50 can detect an error in an output message
with a simplex communication unit by performing a redun-
dancy check on the output message and checking the header
information. The safety output device 60 can prevent the
introduction of a software error by collating the output data in
the result collating unit 66.

The safety output device 60 uses a simplex circuit configu-
ration configured from the output unit 61, the processor 62,
and the memory 63. The safety output device 60 according to
the eighth embodiment can realize simplification and low cost
with a simplex circuit configuration and can detect both a
hardware failure and a software failure.

An operation similar to that of the processor 11 (see FIG. 1)
in the first to fifth embodiments described above may be
added to the operation of the processor 62 of the safety output
device 60.

Ninth Embodiment

FIG. 11 is a block diagram illustrating the configuration of
a safety controller according to a ninth embodiment of the
present invention. The safety controller includes the safety
input device 18, the safety computing device 10, the safety
output device 19, a gateway 80, and an engineering tool 81.
The safety computing device 10 is, for example, the safety
computing device 10 according to the first embodiment.

The engineering tool 81 is, for example, a tool that edits a
sequence program to be run on a PL.C system or the like. The
engineering tool 81 is, for example, realized in a personal
computer in which engineering tool software is installed.

The safety computing device 10, the safety input device 18,
and the safety output device 19 are internally connected to
each other via the bus 20. The engineering tool 81 is con-
nected to the bus 20 via the gateway 80. Switch and sensor 83
are connected to the input unit of the safety input device 18.
Actuator and contactor 84 are connected to the output unit of
the safety output device 19.

The engineering tool 81 changes or writes the safety con-
trol program and the configuration parameters of the safety
computing device 10. The safety computing device 10 is used
in the safety controller; therefore, the safety controller can
detect both a hardware failure and a software failure without
using a duplex hardware structure. The safety controller can
realize simplification and low cost by using a simplex circuit
configuration.

An operation similar to that of the safety controller accord-
ing to the second to fifth embodiments described above may
be added to the operation of the safety controller. The safety
computing device 30 (see FIG. 6) according to the sixth
embodiment may be used in the safety controller.

The safety input device 40 (see FIG. 7) according to the
seventh embodiment may be used in the safety controller. In
such a case, the engineering tool 81 specifies, for the safety
input device 40, conditions for performing a filtering process
on input data and conditions for input diagnosis. Even in such
acase, the safety controller can realize simplification and low
cost by using a simplex circuit configuration.

The safety output device 60 (see FIG. 9) according to the
eighth embodiment may be used in the safety controller. In
such a case, the engineering tool 81 specifies, for the safety
output device 60, conditions for performing a filtering pro-
cess on output data and conditions for output diagnosis. Even
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in such a case, the safety controller can realize simplification
and low cost by using a simplex circuit configuration.

For example, the safety controller may be a combination of
the safety computing device 30 according to the sixth
embodiment, the safety input device 40 according to the
seventh embodiment, and the safety output device 60 accord-
ing to the eighth embodiment.

Tenth Embodiment

FIG. 12 is a block diagram illustrating the configuration of
a safety controller according to a tenth embodiment of the
present invention. Components that are the same as those in
the ninth embodiment are designated by the same reference
numerals and redundant explanations will be appropriately
omitted.

The safety controller includes the safety input device 18,
the safety computing device 10, the safety output device 19, a
network connection device 85, and the engineering tool 81.
The safety computing device 10 is, for example, the safety
computing device 10 according to the first embodiment. The
safety computing device 10, the safety input device 18, the
safety output device 19, and the engineering tool 81 are con-
nected to each other via the network connection device 85.

The engineering tool 81 changes or writes the safety con-
trol program and the configuration parameters of the safety
computing device 10. The safety computing device 10 is used
in the safety controller; therefore, the safety controller can
detect both a hardware failure and a software failure without
using a duplex hardware structure. The safety controller can
realize simplification and low cost by using a simplex circuit
configuration.

An operation similar to that of the safety controller accord-
ing to the second to fifth embodiments described above may
be added to the operation of the safety controller. The safety
computing device 30 (see FIG. 6) according to the sixth
embodiment may be used in the safety controller.

The safety input device 40 (see FIG. 7) according to the
seventh embodiment may be used in the safety controller. In
such a case, the engineering tool 81 specifies, for the safety
input device 40, conditions for performing a filtering process
on input data and conditions for input diagnosis. Even in such
acase, the safety controller can realize simplification and low
cost by using a simplex circuit configuration.

The safety output device 60 (see FIG. 9) according to the
eighth embodiment may be used in the safety controller. In
such a case, the engineering tool 81 specifies, for the safety
output device 60, conditions for performing a filtering pro-
cess on output data and conditions for output diagnosis. Even
in such a case, the safety controller can realize simplification
and low cost by using a simplex circuit configuration.

For example, the safety controller may be a combination of
the safety computing device 30 according to the sixth
embodiment, the safety input device 40 according to the
seventh embodiment, and the safety output device 60 accord-
ing to the eighth embodiment.

INDUSTRIAL APPLICABILITY

The safety controller according to the present invention is
useful as a safety controller that is in charge of safety control
of machines and facilities.

REFERENCE SIGNS LIST

11 processor, 12 memory, 12A first memory area, 12B
second memory area, 13 execution control unit, 14 result
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collating unit, 15 computation diagnosis unit, 16 abnormality
processing unit, 17 input/output processing unit, 18 safety
input device, 19 safety output device, 20 bus, 30 safety com-
puting device, 31 processor, 32 execution control unit, 33
result collating unit, 34 control computing unit, 35 message
processing unit, 36 computation diagnosis unit, 37 abnormal-
ity processing unit, transceiver unit, 40 safety input device, 41
input unit, 42 processor, 43 memory, 43A first memory area,
43B second memory area, 44 input computing unit, 45 input
diagnosis unit, 46 message processing unit, 47 execution
control unit, 48 result collating unit, 49 transmitting unit, 50
safety computing device, 60 safety output device, 61 output
unit, 62 processor, 63 memory, 63A first memory area, 63B
second memory area, 64 power cut-off unit, 65 output diag-
nosis unit, 66 result collating unit, 67 output computing unit,
68 message processing unit, 69 execution control unit, 70
receiving unit, 80 gateway, 81 engineering tool, 83 switch and
sensor, 84 actuator and contactor, 85 network connection
device.

The invention claimed is:

1. A safety computing device comprising:

a processor that executes a program process on input data;
and

a memory that stores the input data input to the processor
and output data that is a result of the program process,
wherein

the memory is capable of storing the input data and the
output data in each of a first memory area and a second
memory area having an address different from an
address of the first memory area, and

the processor includes

an execution control unit that performs a first process,
which includes a redundancy check and the program
process performed on the input data written in the first
memory area and addition of a redundancy code to the
output data that is a result of the program process and is
written in the first memory area, and a second process,
which includes a redundancy check and the program
process performed on the input data written in the sec-
ond memory area and addition of a redundancy code to
the output data that is a result of the program process and
is written in the second memory area,

a result collating unit that collates the output data to which
the redundancy code is added in the first process and the
output data to which the redundancy code is added in the
second process,

a computation diagnosis unit that diagnoses, by computa-
tion, presence or absence of a failure in the processor and
the memory, and

an abnormality processing unit that, when an abnormality
is detected by at least the redundancy check being per-
formed on the input data by the execution control unit,
stops outputting the output data.

2. The safety computing device according to claim 1,

wherein

in the second process, the execution control unit writes the
output data having an inverted bit in the second memory
area, and

the result collating unit collates the output data read from
the first memory area and the output data read from the
second memory area by exclusive-ORing the output data
read from the first memory area and the output data read
from the second memory area.

3. The safety computing device according to claim 1,

wherein
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in the second process, the execution control unit writes the
output data on which complement conversion is per-
formed in the second memory area, and

the result collating unit collates the output data read from
the first memory area and the output data read from the
second memory area on a basis of a sum of the output
data read from the first memory area and the output data
read from the second memory area.

4. A safety computing device comprising:

aprocessor that executes a program process on input data;
and

a memory that stores the input data input to the processor
and output data that is a result of the program process,
wherein

the memory is capable of storing the input data and the
output data in each of a first memory area and a second
memory area having an address different from an
address of the first memory area, and

the processor includes

an execution control unit that performs a first process,
which includes a redundancy check and the program
process performed on the input data written in the first
memory area and addition of a redundancy code to the
output data that is a result of the program process and is
written in the first memory area, and a second process,
which includes a redundancy check and the program
process performed on the input data written in the sec-
ond memory area and addition of a redundancy code to
the output data that is a result of the program process and
is written in the second memory area,

a result collating unit that collates the output data to which
the redundancy code is added in the first process and the
output data to which the redundancy code is added in the
second process,

a computation diagnosis unit that diagnoses, by computa-
tion, presence or absence of a failure in the processor and
the memory, and

an abnormality processing unit that, when an abnormality
is detected by at least one of the redundancy check
performed on the input data by the execution control
unit, a collation performed by the result collating unit,
and a diagnosis performed by the computation diagnosis
unit, stops outputting the output data, wherein

the execution control unit reverses an endian of one of the
output data to be written in the first memory area and the
output data to be written in the second memory area, and

the result collating unit collates the output data read from
the first memory area and the output data read from the
second memory area after reversing an endian of one of
the output data read from the first memory area and the
output data read from the second memory area.

5. A safety computing device comprising:

aprocessor that executes a program process on input data;
and

a memory that stores the input data input to the processor
and output data that is a result of the program process,
wherein

the memory is capable of storing the input data and the
output data in each of a first memory area and a second
memory area having an address different from an
address of the first memory area, and

the processor includes

an execution control unit that performs a first process,
which includes a redundancy check and the program
process performed on the input data written in the first
memory area and addition of a redundancy code to the
output data that is a result of the program process and is
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written in the first memory area, and a second process,
which includes a redundancy check and the program
process performed on the input data written in the sec-
ond memory area and addition of a redundancy code to
the output data that is a result of the program process and
is written in the second memory area,

a result collating unit that collates the output data to which
the redundancy code is added in the first process and the
output data to which the redundancy code is added in the
second process,

a computation diagnosis unit that diagnoses, by computa-
tion, presence or absence of a failure in the processor and
the memory, and

an abnormality processing unit that, when an abnormality
is detected by at least one of the redundancy check
performed on the input data by the execution control
unit, a collation performed by the result collating unit,
and a diagnosis performed by the computation diagnosis
unit, stops outputting the output data,

wherein the execution control unit uses a program created
as a 16-bit compiler in the program process to be per-
formed on the input data read from the first memory area
and uses a program created as a 32-bit compiler in the
program process to be performed on the input data read
from the second memory area.

6. A safety computing device comprising:

a processor that executes a program process on input data;
and

a memory that stores the input data input to the processor
and output data that is a result of the program process,
wherein

the memory is capable of storing the input data and the
output data in each of a first memory area and a second
memory area having an address different from an
address of the first memory area, and

the processor includes

a message processing unit that performs an input message
process of performing a redundancy check by decod-
ing-a redundancy code added to an input message that
includes the input data and an output message process of
obtaining an output message by adding a redundancy
code to the output data,

an execution control unit that performs a first process,
which includes control computation performed on the
input message written in the first memory area and writ-
ing of the output message obtained by the output mes-
sage process into the first memory area, and a second
process, which includes control computation performed
on the input message written in the second memory area
and writing of the output message on which the output
message process is performed into the second memory
area,

a result collating unit that collates the output message
written in the first memory area and the output message
written in the second memory area,

a computation diagnosis unit that diagnoses, by computa-
tion, presence or absence of a failure in the processor and
the memory, and

an abnormality processing unit that, when an abnormality
is detected by at least one of the redundancy check
performed on the input data by the message processing
unit, a collation performed by the result collating unit,
and a diagnosis performed by the computation diagnosis
unit, stops outputting the output message.

7. A safety input device comprising:

an input unit that digitalizes an input signal to obtain input
data;
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a processor that executes a program process on the input
data; and

a memory that stores the input data input to the processor,
wherein

the memory is capable of storing the input data in each of
afirst memory area and a second memory area having an
address different from an address of the first memory
area,

the processor includes

an input diagnosis unit that diagnoses presence or absence
of'an abnormality in the input unit by transmitting a test
signal to the input unit,

a message processing unit that performs an input message
process of obtaining an input message by adding a
redundancy code to the input data,

an execution control unit that performs a first process,
which includes a computation process performed on the
input data and writing of the input message into the first
memory area, and a second process, which includes a
computation process performed on the input data and
writing of the input message into the second memory
area,

a result collating unit that collates the input message writ-
ten in the first memory area and the input message writ-
ten in the second memory area, and

a transmitting unit that transmits the input message to a
safety computing device that performs a computation
process for safety control, and

when an abnormality is detected by at least one of a diag-
nosis performed by the input diagnosis unit and a colla-
tion performed by the result collating unit, the transmit-
ting unit stops transmitting the input message.

8. A safety output device comprising:

a processor that executes a program process on an output
message;

a memory that stores output data included in the output
message; and

an output unit that outputs an output signal in accordance
with the output data, wherein

the memory is capable of storing the output data in each of
afirst memory area and a second memory area having an
address different from an address of the first memory
area,

the processor includes

a receiving unit that receives the output message from a
safety computing device that performs a computation
process for safety control,

amessage processing unit that performs an output message
process of checking content of the output message on a
basis of a redundancy code included in the output mes-
sage,

an execution control unit that performs a first process,
which includes checking of content of the output mes-
sage and writing of the output data into the first memory
area, and a second process, which includes checking of
content of the output message and writing of the output
data into the second memory area,

aresult collating unit that collates the output data written in
the first memory area and the output data written in the
second memory area, and

an output diagnosis unit that diagnoses presence or absence
of'an abnormality in the output unit by transmitting a test
signal to the output unit, and

when an abnormality is detected by at least one of a diag-
nosis performed by the output diagnosis unit and a col-
lation performed by the result collating unit, the output
unit stops outputting the output signal.
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9. A safety controller comprising:

a safety input device that receives an input of an input
signal to the safety controller;

a safety computing device that performs a computation
process for safety control; and

a safety output device that outputs an output signal from the
safety controller, wherein

the safety computing device includes

a processor that executes a program process on input data
from the safety input device, and

a memory that stores the input data input to the processor
and output data that is a result of the program process,

the memory is capable of storing the input data and the
output data in each of a first memory area and a second
memory area having an address different from an
address of the first memory area, and

the processor includes

an execution control unit that performs a first process,
which includes a redundancy check and the program
process performed on the input data written in the first
memory area and addition of a redundancy code to the
output data that is a result of the program process and is
written in the first memory area, and a second process,
which includes a redundancy check and the program
process performed on the input data written in the sec-
ond memory area and addition of a redundancy code to
the output data that is a result of the program process and
is written in the second memory area,

a result collating unit that collates the output data to which
the redundancy code is added in the first process and the
output data to which the redundancy code is added in the
second process,

a computation diagnosis unit that diagnoses, by computa-
tion, presence or absence of a failure in the processor and
the memory, and

an abnormality processing unit that, when an abnormality
is detected by at least one of the redundancy check
performed on the input data by the execution control
unit, a redundancy check performed on the output data
by the safety output device, a collation performed by the
result collating unit, and a diagnosis performed by the
computation diagnosis unit, stops outputting the output
data.

10. A safety controller comprising:

a safety input device that receives an input of an input
signal to the safety controller;

a safety computing device that performs a computation
process for safety control; and

a safety output device that outputs an output signal from the
safety controller, wherein

the safety input device includes

an input unit that digitalizes an input signal to obtain input
data,

a processor that executes a program process on the input
data, and

a memory that stores the input data input to the processor,

the memory is capable of storing the input data in each of
afirst memory area and a second memory area having an
address different from an address of the first memory
area,

the processor includes

an input diagnosis unit that diagnoses presence or absence
of an abnormality in the input unit by transmitting a test
signal to the input unit,

a message processing unit that performs an input message
process of obtaining an input message by adding a
redundancy code to the input data,
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an execution control unit that performs a first process,
which includes a computation process performed on the
input data and writing of the input message into the first
memory area, and a second process, which includes a
computation process performed on the input data and
writing of the input message into the second memory
area,

a result collating unit that collates the input message writ-
ten in the first memory area and the input message writ-
ten in the second memory area, and

a transmitting unit that transmits the input message to the
safety computing device, and

when an abnormality is detected by at least one of a diag-
nosis performed by the input diagnosis unit and a colla-
tion performed by the result collating unit, the transmit-
ting unit stops transmitting the input message.

11. A safety controller comprising:

a safety input device that receives an input of an input
signal to the safety controller;

a safety computing device that performs a computation
process for safety control; and

asafety output device that outputs an output signal from the
safety controller, wherein

the safety output device includes

a processor that executes a program process on an output
message from the safety computing device,

a memory that stores output data included in the output
message, and

an output unit that outputs an output signal in accordance
with the output data,
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the memory is capable of storing the output data in each of
afirst memory area and a second memory area having an
address different from an address of the first memory
area,

the processor includes

a receiving unit that receives the output message from the
safety computing device,

amessage processing unit that performs an output message
process of checking content of the output message on a
basis of a redundancy code included in the output mes-
sage,

an execution control unit that performs a first process,
which includes checking of content of the output mes-
sage and writing of the output data into the first memory
area, and a second process, which includes checking of
content of the output message and writing of the output
data into the second memory area,

aresult collating unit that collates the output data written in
the first memory area and the output data written in the
second memory area, and

an output diagnosis unit that diagnoses presence or absence
of an abnormality in the output unit by transmitting a test
signal to the output unit, and

when an abnormality is detected by at least one of a diag-
nosis performed by the output diagnosis unit and a col-
lation performed by the result collating unit, the output
unit stops outputting the output signal.

#* #* #* #* #*



